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Abstract: This contribution proposes a solution for 5GC contacting a AF, for the QoS configuration, which supports the type of IIoT application type requested by a UE. 
1. Introduction
IIoT applications as defined in TS 22.104 Annex A are classified into four major verticals and the Table A.2.1-1 describes the various use cases for the application areas supported by the vertical. It might not be a realistic approach to have one TSN AF supporting all the above mentioned application areas or verticals. 
Our solution is based on the assumption that multiple AFs may be available in a 5GC with each AF supporting a wide range of IIoT application areas or verticals. 5GC should know which AF to contact for retrieving the QoS configuration for a PDU Session Establishment Request from an IIoT UE. 
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Table 6.0-1: Mapping of Solutions to Key Issues
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NEXT CHANGE (All text is new)

6.X	Solution #X: IIoT application specific AF providing survival time as part of the QoS container 
6.X.1	Introduction
This solution addresses Key issue #5: Use of Survival Time for Deterministic Applications in 5GS.

6.X.2	High Level Description
This solution is based on the assumption that multiple AFs may be available in a 5GC with each AF supporting a wide range of IIoT application areas or verticals. 5GC should know which AF to contact for retrieving the QoS configuration for a PDU Session Establishment Request from an IIoT UE.
-	NEF is aware of the capability or the IIoT application support of each AF. 
-	During PDU Session Establishment procedure from an IIoT UE, PCF will contact NEF to provide the AF details which supports the IIoT application as requested in this PDU session.
-	AF will be pre-loaded with the survival time information for the IIoT applications as defined in TS 22.104 [4], Tables 5.2-1, 5.2-2, 5.3-1 and 5.5-1.
-	AF will provide the survival time as part of the QoS Container.
-	PCF provides the survival time to SMF, as part of PCC rules. SMF delivers the survival time to the NG-RAN and UE (via AMF) as part of the QoS profiles.

6.X.3	Procedures	
The procedure in Figure 6.X.3-1 shows a signalling flow in which the NEF retrieves the IIoT application and/or vertical type that is supported by the AF:
                                       [image: ]
Figure 6.X.3-1: NEF retrieves the capability of AF

The procedure in Figure 6.X.3-2 shows a signalling flow for the procedure to deliver the survival time for an IIoT application as part of the QoS container:


Figure 6.X.3-2: Procedures to deliver survival time for an IIoT application as part of the QoS container
1.	UE+DS-TT initiates a PDU Session Establishment request with SMF via AMF. UE includes following information in this message: UE DS-TT Residence time, DS-TT MAC address, Port Management capabilities, DNN and optionally S-NSSAI.
2.	SMF selects a suitable UPF for the TSC session.
3.	UPF assigns port number and provides the following information to SMF: port number for DS-TT, port number for NW-TT, Bridge ID.
4.	SMF encapsulates the information received in step 1 and 3 into "5GS Bridge Information" and sends them to PCF requesting PCC rules for setting up QoS for this session.
5.	PCF enquires NEF to provide the address of the suitable AF for the PDU session based on DNN/S-NSSAI or both. 
NOTE:	NEF or NRF can maintain the information of the AF capability and support. 
6.	If NEF has the AF capability information, NEF provides the suitable AF’s address. If NRF has the AF capability information, NEF retrieves it from NRF and provides the AF address to PCF. Alternatively, PCF could also directly contact NRF.
7.	PCF contacts the AF (received in step 6) to provide the QoS parameters for the TSC session. PCF provides the "5GS Bridge Information" including port management capabilities of the DS-TT and NW-TT.
8.	AF provides the QoS parameters for the requested TSC session as part of the QoS container. This container contains the survival time along with the QoS parameters.
9.	PCF creates the PCC rules and send them to SMF. The PCC rules contain the following information: QoS provide at SDF level with 5QI, survival time, MAC address of DS-TT port.
10.	SMF provides the CN Tunnel Info, QoS profile (5QI, QFI, survival time) and SMF derived CN assisted RAN parameters tuning to the AMF. 
11.	AMF forwards the QoS information received in step 10 to NG-RAN for setting up the N3 tunnel. This message contains the following parameters: PDU Session ID, CN Tunnel Info, QoS profile with QFI (incl. survival time), NAS PDU, UL NG-U UP TNL Information.
12.	NG-RAN sends a PDU Session Setup Response to the AMF.
13.	AMF forwards the PDU Session Establishment Accept to UE. This message contains the QoS flow with 5QI values and survival time information.

6.X.4	Impacts on existing entities and interfaces
-	AF services need to be defined for AF capability discovery.
-	QoS container, PCC Rules, QoS profile need to include survival time.

6.X.5 	Evaluation
Editor's note:	This clause provides an evaluation of the solution.
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